
INFORMATION SECURITY POLICY 
 

INTRODUCTION 

The Office of the Police and Crime Commissioner (OPCC) relies on computer 
systems which are maintained and supported by staff under the direction and 
control of the Chief Constable.  In connection with this the OPCC will adopt, 
by default, the West Yorkshire Police Information Security Policy Statement 
and associated procedures. 

VETTING 

All OPCC staff will be vetted to a minimum of ‘management level’. 

MONITORING 

WYP (Information Security Officer and Professional Standards Department) 
will monitor the use of IT systems.  Breaches of security procedures will be 
raised with the Chief Executive of the OPCC. 

The OPCC will be responsible for granting permission to the OPCC shared 
drive.   This will be for named officers in the force and is for the purpose of 
supporting the use of force systems.  Breaches of this access agreement will 
be reported to the Chief Executive. 


